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WELCOME

December 22, 2023 the Office of the Department of Defense Chief Information Officer (CIO), Department of
Defense (DoD) issued a long-awaited Proposed Rule for the Cybersecurity Maturity Model Certification (CMMC)
program. This 234-page Proposed Rule will be/has been published to the Federal Register December 26, 2023.

In an effort to help the CMMC Ecosystem quickly identify the material changes/additions/deletions from the current
CMMC 20 program, CMMC Troining Acodemy is pub|is|’1]ng this CMMC Proposed Rule: Notable UpdoJres

document.

CMMC Proposed Rule: Notable Updo’res ONLY l’\igHigHs the cl’]onges/oddiﬁons/de\eﬁons from the current
program; it DOES NOT provide the full details of the program. This document MUST be used in reference with
existing knowledge of the current CMMC program. This document DOES NOT outline the full proposed program.
If the reader would like o full unders’ronding of the proposed program it is required to read the entire mposed Rule.

This document is segmenfed into fopico| groupings. The information noted in each grouping may contain notable

items from various parts of the Proposed Rule.

Please let us know if there are any errors or areas that you feel are material and should be included.

TERMS
o CMMC Certified Professional (CCP) chonged from Certified CMMC Professional (CCP)

o CMMC Cerfified Assessor (CCA) changed from Certified CMMC Assessor (CCA)

o CMMC Certified Instructor (CCA) chonged from Certified CMMC Instructor (CCl)

e CMMC Level 2 Conditional Certification Assessment: The OSC has achieved CMMC Level 2 Conditional
Certification Assessment if a POA&M exists upon completion of the assessment and the POA&M meets dll
CMMC Level 2 POA&M requirements.

e CMMC Level 2 Conditional Self-Assessment: OSAs have achieved CMMC Level 2 Conditional Self-
Assessment if the LEvel 2 self-assessment results in a POA&M and the POA&M meets all the CMMC Level 2
POA&M requirements.

e CMMC Level 2 Final Certification Assessment: The OSC will achieve CMMC Level 2 Final Certification
Assessment for the information systems within the CMMC Assessment Scope upon implementation of all
security requirements and close out of the POA&M, as opp|icob|e.

o CMMC Level 2 Final Self-Assessment: The OSA will achieve CMMC Level 2 Final Self-Assessment
comp\ionce for the information sstrem(s) within the CMMC Assessment Scope upon imp|emen+o+ion of all
security requirements and close out of the POA&M, as opp|icob|e.

e CMMC Level 3 Conditional Certification Assessment: The OSC has achieved CMMC Level 3 Conditional
Cerfification Assessment if a POA&M exists upon comp|e1’ion of the assessment and the POA&M meets all
CMMC Level 3 POA&M requirements.

e CMMC Level 3 Final Certification Assessment: The OSC will achieve CMMC Level 3 Final Certification
Assessment for the information systems within the CMMC Assessment Scope upon imp|emen+o’rion of all
security requirements and close out of any POA&M, as applicable.

o Organization Seeking Assessment (OSA) means the entity seekmg to conduct, obtain, or maintain a CMMC
assessment for a given information system at a por’ricu|or CMMC Level. The term OSA includes all
Organizations Seeking Certification (OSCs).

o Organization Seeking Certification (OSC) means the entity seekmg to contract, obtain, or maintain CMMC
certification for a given information system at a porﬁcu|or CMMC Level. An OSC is also an OSA.

O


https://www.federalregister.gov/documents/2023/12/26/2023-27280/cybersecurity-maturity-model-certification-cmmc-program
https://www.federalregister.gov/documents/2023/12/26/2023-27280/cybersecurity-maturity-model-certification-cmmc-program
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PROGRAM OPERATIONS

o Program Managers and requiring activities identify the applicable CMMC Level. Factors used to determine
which CMMC Level will be opphed are included but not limited to:
Cri’rico|i+y of the associated mission copobi|i+y;

o

o Type of acquisition program or Jrechno|ogy;

o Threat of loss of the FCl or CUI to be shared or genero’red in relation to the effort;
o Potential for and impacts from exp|oi+o+ion of information security deficiencies; and
o Other relevant |oo|icies and factors, inc|uo|ing Milestone Decision Aquhorier guidonce.

e A DoD Service Acquisiﬁon Executive or a Component Acquisition Executive may elect to waive inclusion of
CMMC Program requirements in @ solicitation or contract.

o Level 2 OSA: In order to be e|igi|o|e for a contract with a CMMC Level 2 Self-Assessment requirement, the
OSA must have a Level 2 Conditional Self-Assessment or Level 2 Final Self-Assessment and have submitted
an offirmation.

o Level 2 OSA: After both Conditional Self-Assessment and Final Self-Assessment, the OSA must input their
results into SPRS.

o Level 2 OSC: In order to be eligible for a contract with a CMMC Level 2 Certification Assessment
requirement, the OSC must have a CMMC Level 2 Conditional Certification Assessment or CMMC Level 2
Final Cerfification Assessment and have submitted an affirmation.

o Level 2 OSC: After both Conditional Certification Assessment and Final Certification Assessment, the C3PAO
will input the OSC's results into the CMMC instantiation of eMASS.

e Level 3 OSC: In order to be eligible for a contract with a CMMC Level 3 Certification Assessment
requirement, the OSC must have a CMMC Level 3 Conditional Cerfification Assessment or CMMC Level 3
Final Cerfification Assessment and have submitted an affirmation.

o Level 3 OSC: After both Conditional Certification Assessment and Final Certification Assessment, DCMA
DIBCAC will input the OSC's results into the CMMC instantiation of eMASS.

o Offerors and contractors will be informed of CMMC requirements in solicitations Jr|1rough (1) the spech(icoﬁon of
a required CMMC Level, and (Q) inclusion of the appropriatfe DFARS provisions or clauses.

e Thereis no p|cm to advertise a list of solicitations that will or may include CMMC requirements.

PROGRAM IMPLEMENTATION

e The DoD is imp|emen’ring a phosed imp|emen+oﬁon for the CMMC Program and intends to introduce CMMC
requirements in solicitations over a Jrhree—yeor period to provide appropriate ramp-up time.

e The Department antficipates it will take two years for companies with existing contracts to become CMMC
certified.

e DoD infends to include CMMC requirements for Levels 1,2, and 3 in all solicitations issued on or after October
1, 2026, when warranted by any FCl or CUI information protection requirements for the contract effort.

o In the intervening period, DoD Program Managers will have discretion to include CMMC requirements in
accordance with DoD po\icies.

o The phosed imp|emenfoﬁon p|or1 is infended to address ramp-up issues, provide fime to train the necessary
number of assessors, and allow companies the time needed fo understand and imp|emen+ CMMC
requirements.

e An extension of the imp|emen’roﬁom periocl or other solutions may be considered in the future to mitigate any

C3PAO capacity issues, but the DeporerenJr has no such |o|ons at this time.

)
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o Phase I: Begins on the effective date of the CMMC revision to DFARS 252.204- 7021. DoD intends fo include
CMMC Level 1 Self-Assessment or CMMC Level 2 Self-Assessment for all applicable DoD solicitations and
contracts as a condition of contract award.

o DoD may, af its discretion, include CMMC Level 1 Self-Assessment or CMMC Level 2 Self-Assessment for
applicable DoD solicitations and contracts as a condition to exercise an option period on a contract awarded
prior fo the effective dafe.

o DoD may also, at its discretion, include CMMC Level 2 Cerfification Assessment in p|oce of CMMC Level
2 Self-Assessment for applicable DoD solicitations and contracts.

o Phase 2. Begins six months Fo||owing the start date of Phase 1. In addition to Phase 1 requirements, DoD intends
to include CMMC Level 2 Certification Assessment all for applicable DoD solicitations and contracts as a
condition of contract award.

o DoD may, af its discretion, o|e|<:1y the inclusion of CMMC Level 2 Certification Assessment to an option
period instead of as a condition of contract award.

o DoD may also, at its discretion, include CMMC Level 3 Cerfification Assessment for opp|icob|e DoD
solicitations and contracts.

e Phase 3: Begins one calendar year following the start date of Phase 2. In addition to Phase 1 and 2 requirements,
DoD intends to include CMMC Level 2 and Level 3 Cerfification Assessment for all opp|icob|e DoD solicitations
and contracts as a condition of contract award and, for CMMC Level 2, as a condition fo exercise an option
period on a contract awarded prior to the effective date.

o DoD may, af its discretion, o|e|<:1y the inclusion of CMMC Level 3 Certificotion Assessment to an option
period instead of as a condition of contract award.

o Phase 4 (Full |mp|emen+o’rion): Begins one calendar year Fo||owing the start date of Phase 3. DoD will include
CMMC Program requirements in all opp|icob|e DoD solicitations and contracts inc|uo|ing option periods on
contracts awarded prior fo the beginning of Phase 4.

DISPI.ITES

Each C3PAQ is required to have a time-bound, internal appeals process to address disputes related to
perceived assessor errors, malfeasance, and unethical conduct.

o Requests for appeals will be reviewed and approved by individual(s) within the C3PAO not involved in the
original assessment activities in question.

o Ifa o|ispu+e regording assessment Finclings cannot be resolved by the C3PAQO, it will be escalated to the
Accreditation Body.

e The decision by the Accreditation Body will be final.

o A request for an oppeo| about an assessor’s professioncd conduct that is not resolved with the C3PAO will be

escalated and resolved by the Accreditation Body.
o Theissue of C3PAO |iobi|i+y is between an OSC and the C3PAO with which it contracts to do the assessment.

SECURITY REQUIREMENTS

o The numbermg scheme for security requirements remains DD.L#-REQ where the DD’ is the two-letter domain
abbreviation, the 'L#" is the CMMC Level, and the REQ’ is based o||rec’r|y on the numbermg in the source.

o The number sources include FAR 52.204-21, NIST SP 800-171, and NIST SP 800-172.

e The notable change is for CMMC Level 1 where the numbering of controls there are now aligned to FAR 52's
bli-blxv (e.g, ACLI-b.1i); whereas for Level 2 it uses NIST SP 800-171 numbering (e.g, AC.L2-311).

)
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EXTERNAL SERVICE PROVIDERS
o If an OSA utilizes an ESP, other than a Cloud Service Provider (CSP), the ESP must have a CMMC

certification level equal to or greater than the certification level the OSA is seeking.
o If the ESPis infernal to the OSA, the security requirements implemented by the ESP should be listed in the

OSA’s SSP to show connection to its in-scope environment.
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o CUI or Security Protection Data (e.g,, log data, configuration data), must be processed, stored, or transmitted on
the ESP assets to be considered an ESP.

o An OSC may use a Federal Risk and Authorization Management Program (FedRAMP) Moderate (or higher)
cloud environment to process, store, or fransmit CUl in execution of a contract or subcontract with a
requirement for CMMC Level 2 under the Fo||owing circumstances:

o CSP's produd or service oﬁ(ering is FedRAMP Authorized ot the FedRAMP Moderate (or higher) baseline;
or
o meefts security requirements equi\/o|en+ to those established by the FedRAMP Moderate (or higher)
baseline.
= CSP equivo|ency is met if the OSA has the CSP's System Security Plan (SSP) or other security
documentation that describes the system environment, system responsibihfies, the current status of the
Moderate baseline controls required for the system, and a Customer Responsibi|i+y Matrix (CRM) that
summarizes how each control is MET and which party is responsib|e for maintaining that control that
maps fo the NIST SP 800-171 Rev 2 requirements.
= The OSA’s on-premises infrastructure connecting to the CSP's product or service offering is part of the
CMMC Assessment Scope, which will also be assessed. As such, the security requirements from the
CRM must be documented or referred to in the OSA's System Security Plan (SSP).

SCOPE

e Level 3 Assessment Scope also includes all Speciohzed Assets but allows an in+ermec|iory device to provide the
capability for the Specialized Asset to meet one or more CMMC security requirements, as needed. These assets
(or the opp|icob|e in+ermediory device, in the case of Spedohzed Assets) are Fu”y assessed against the
opp|icob|e CMMC security requirements.

e When o CMMC Level 2 Certification Assessment is performed as a precursor to a CMMC Level 3
Certification Assessment, the |OT and OT (and all other Specio|ized Assets) should be assessed against all
CMMC Level 2 security requirements.

s For CMMC Level 3, an OSC’s loT or OT located within its CMMC Assessment Scope are assessed
against all CMMC security requirements unless Jrhe\/ are physico”y or |ogico||y isolated.

SCORING

o Controls with a value of 5 or 3 are considered DE FINE THE WO RD
higl’mes’r and not e|igib\e for a POA&M.

o Level 3 controls have a value of 1.
. Descripﬁon of Level 2 Out of Scope Assets
has been extended and now states: assets that

cannot process, store, or transmit CUl; and do

“Being at a point or level higher
than all others.”

not provide security

= protfections for CUl Assets; assets

that are physico“y or |ogico”y

seporoJred from CUI assets; assets

“...have a point value of greater
than1..”

that fall into any in-scope asset

category cannot be considered an

O u’r-oF—Scope Asset.

O
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ASSESSMENTS

Itis possib|e for an organization fo need a new assessment during the vo|idi’ry period.
If the CMMC Assessment Scope changes due to infrastructure modifications or expansion of the CMMC
Assessment Scope due to new acquisition, a new assessment may be required‘
The information sys’rem(s) in the new CMMC Assessment Scope may not be used to process, store, or fransmit
CU for any contract until it is validated via a new CMMC assessment.
At the time of a new self-assessment or certification, a new affirmation is submitted into SPRS oi(i(irming that the
organization meets the CMMC requirements and will maintain the applicable information system (within the
CMMC Assessment Scope) at the required CMMC level.
A NOT MET requirement may be re-evaluated duririg the course of the assessment and for 10 business doys
following the active assessment period if all of the following conditions exist:

o Additional evidence is available o demonstrate the security requirement has been MET;

o The additional evidence does not mo’rerio”y impact previousiy assessed security requirements; and

o The CMMC Assessment Findings Report has not been delivered.
Certified CMMC Assessors working at their p|oce of business or from home must use their C3PAO's IT
infrastructure.
Unless disposiﬂon is otherwise authorized by the CMMC PMO, C3PAO must maintain all assessment related
records for a period of six (6) years inc|uding any materials provided by OSC, generoied l:)y the C3PAQ in the
course of an assessment, any working papers generated from Level 2 Certification Assessments; and materials
re|o+ing to monitoring, education, training, technical know|edge, skills, experience, and authorization of all
persorme| involved in inspection activities; contractual agreements with OSCs; and organizations for whom
consuHing services were provided.
Individual assessors may on|y use IT, c|oud, cybersecuri’ry services, and erid-poin’r devices provided by the
authorized/accredited C3PAO that they support and has received a CMMC Level 2 Certification Assessment
or higher for all assessment activities.
Individual assessors are prohibired from using any other IT, inc|uding [T that is personoHy owned, to include
internal and external cloud services and end-poirﬁr devices, to store, process, handle, or transmit CMMC
assessment reports or any other CMMC assessment-related information.

w If during a Level 3 Assessment DCMA DIBCAC identifies that o Level 2 security requirement is NOT
MET, the Level 3 assessment process may be placed on hold or terminated.

PLAN OF ACTION & MILESTONE (POA&M)

o Permitted at Level 2 (both self-assessment and C3PAO assessment) if:

o the assessment score divided by the total number of security requirements is greater than or equal to 0.8;
and
o none of the security requirements included in the POA&M have a point value of greater than 1 except
SC.L2-3.131 CUI Encryption
» may be included on a POA&M if it has a value of 1or 3.
No security requirements may be placed on a POA&M for Level 1.
Level 2 Self-Assessment: If the minimum score has been achieved and some security requirements are in a
POA&M, the OSA has a Conditional Self-Assessment; if the minimum score has been achieved and no security
requirements are in a POA&M, the OSA has a Final Self-Assessment.
POA&M must be closed within 180 days of the assessment.
After both Conditional Self-Assessment and Final Self-Assessment, the OSA must input their results into SPRS.
o Any Level 2 POA&M items must be closed prior to the initiation of the CMMC Level 3 Certification

Assessment.
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LIMITED PRACTICE DEFICIENCY PROGRAM

. Progrom eliminated.

ANNUAL AFFIRMATIONS

o Annual offirmations required at oll CMMC levels.
o Affirm continuing comp|ionce with the specified security requirements.
o Affirmation by a senior official at the contractor aofter every assessment, including POA&M closeout.
e Entered info SPRS.
. Monﬁoring contractor comp\ionce with the terms of the contract is the responsibihfy of the contractor, with the
government contracting officer.

e DoD is not uﬁ|izing a continuous monitoring copobi|i+y in lieu of comphonce requirements.

STATUS REVOCATION

o If the CMMC PMO determines that the provisions of Level 1 or Level 2 of this rule have not been achieved or
maintained then standard contractual remedies will opp|y and the OSC will be me|igi|o|e for additional awards
with CMMC Level 2 Certification Assessment or higher requirements for the information system within the
CMMC Assessment Scope until such time as a valid CMMC Level 2 Certification Assessment is achieved.

ACCREDITATION BODY

o Thereis on|y one Accreditation Body for the DoD CMMC Progrom at any given time, and its primary mission is
to authorize and accredit the C3PAO:s.

e The Accreditation Body must be a member in gooo| sfonding with the Inter-American Accreditation
Cooperation (IAAC) and become an Infernational Loboro+ory Accreditation Cooperation (ILAC) Mutudl
Recognition Arrangement (MRA) signatory, with a signatory status scope of ISO/IEC 17020:2012 and be
compliant with [SO/IEC 17011:2017.

o Prior to the Accreditation Body being compliant with ISO/IEC 17011:2017 and completing o peer assessment of
comCormIer with the IAAC in accordance with the ISO Committee on Comformify Assessment, the Accreditation
Body may authorize but not accredit C3PAO:s.

e The Accreditation Body may accredit C3PAOs after it has achieved compliance with ISO/IEC 17011:2017 and
comp|e’reo| a peer assessment of comcormﬁy with the IAAC in accordance with the ISO Committee on

Com(ormier Assessment.

CMMC ASSESSOR AND INSTRUCTOR ORGANIZATION (CAICO)
o Thereis on\y one CAICO for the DoD CMMC Progrom at any given time.

e The CAICO must comp|y with ISO/IEC 17024:2012, as well as with the Accreditation Body's po\icies for Col,
CoPC, and Ethics.
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BMME THIRD-PARTY ASSESSMENT ORGANIZATION (C3PAO)

C3PAOs need to comply with ISO/IEC 17020:2012, as well as with the Accreditation Body's policies for Col,
CoPC, and Ethics.

o Prior to a C3PAO being comp|ion+ with ISO/IEC 17020:2012, the C3PAO may be authorized but not
accredited.

o After a C3PAQ is comphorﬁ with ISO/IEC 17020:2012, the C3PAO may be accredited.

o C3PAOs must achieve and maintain the ISO/IEC 17020:2012 requirements within 27 months of authorization.

o IfISO/IEC 17020:2012 is revised or superseded, the Accreditation Body shall require full comp|ionce with the
updofed standard within 12 months of the date of revision.

o Must obtain a CMMC Level 2 Certification Assessment conducted by DCMA DIBCAC, which shall meet all
requirements for o Level 2 Final Certification Assessment but will not result in o CMMC Level 2 certificate.

o The CMMC Level 2 assessment process must be performed on a triennial basis.

o All C3PAO company personnel participating in the CMMC assessment process to complete a Tier 3
background investigation.

o C3PAO must conduct quo\ijry assurance reviews for each assessment, inc|uo|ing observations of the Assessment

Team's conduct and management of CMMC assessment processes.

CMMC QUALITY ASSURANCE PROFESSIONAL (CQAP)

o Tier 3 background investigation is also required for the CMMC Quality Assurance Professional (CQAP).
o CQAP must be a CCA.

e CQAP cannot be a member O{ an AssessmenJr Teom {OI’ Wl’]lCl’] Jrhey are performing a qu<:1||+y assurance ro|e.

LEAD ASSESSOR

o Obtain and maintain CCA cerfification.

o Atleast 5 years of Cybersecu rity experience, 5 years of management experience, 3 years of assessment or audit
experience, and at least one baseline cerfification 0|igneo| to either porogroph IAM Level Il or Advanced
Proficiency Level for Career Pathway Certified Assessor 612 through 15 February 2025 and aligned to
Advanced Proficiency Level for Career Pathway Certified Assessor 612 only beginning 16 February 2025.

) (I> IAM Level Il (ie, CAP, CASP+ CE, C|SM, CISSP (or Associo+e), GSLC, CCISO, HC|SPP) from DoD
Manual 8570 Information Assurance Workforce Improvement Program.
o (ii) Advanced Proficiency Level for Career Pathway Certified Assessor 612 from DoD Manual 8140.03
Cyberspoce Workforce Qualification & Monogemerﬁr Progrom,
» DoDM 8140.03 Advanced Proficiency Level
e The role requires an individual to:
1. Have an in-depth understanding of advanced concepts and processes and experience
applying these with little to no guidance.
o 2. Be able to provide guidonce to others.

o 3.Be able to perform successfu”y in comp|e><, unstructured situations.

Q,
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CMMC CERTIFIED ASSESSOR (CCA)

o Obtain and maintain certification.

o Three (3) assessment experience requirement not listed.
o Comply with Conflict of Interest, Code of Professional Conduct and Ethics.
° Comp|e+e Tier 3 bockground investigation or equivo|en’r.
o DoD will determine the Tier 3 background investigation equivalence for use with the CMMC Program only.
o Be a CCP with at least 3 years of cybersecu rity experience, 1 year of assessment or audit experience, and ot
least one baseline certification o|igneo| to either: IAT Level Il (ie, CCNA-Securify, Cy5A+, GICSP, GSEC,
Security+ CE, CND or SSCP) or Intermediate Proficiency Level for Career Pathway Certified Assessor 612 from
DoD Manual 8140.03 Cyberspace Workforce Qualification & Management Program)
o DoDM 8140.03 Intermediate Proficiency Level:
= The role requires an individual to:
e 1. Have extensive know|edge of basic concepts and processes and experience opp|ying these with
on|y periodic high—|eve| guidcmce

o 2. Be able to per{orm successfu”y in non-routine and sometimes comp|icofeo| situations.

CMMC CERTIFIED PROFESSIONAL (CCP)

o Obtain and maintain certification.
e Comply with Conflict of Interest, Code of Professional Conduct and Ethics.
. Comp|e’re Tier 3 background investigation or equivo|en+‘

o DoD will determine the Tier 3 background investigation equivalence for use with the CMMC Program only.

CMMC CERTIFIED INSTRUCTOR (CCI)

e Obtain and maintain certification.
o Cannot provide CMMC consulting services while serving as a CMMC instructor.
e Cannot participate in the development of exam objectives and/or exam content or act as an exam proctor while

at the same time serving as a CCl.

|NC|]RPORATED BY REFERENCE

Source for Definitions: Federal Information Processing Standard (FIPS) Publication (PUB) 200, "Minimum
Security Requirements for Federal Information and Information Systems"

e Source for Definitions: FIPS PUB 201-3, titled "Personal Identity Verification (PIV) of Federal Employees and
Contractors”

o Source for Definitions: NIST SP 800-37, revision 2, titled "Risk Monogemen’r Framework for Information
Systems and Organizations: A System Life Cyc|e Approoch for Security and Privacy”

o Source for Definitions: NIST SP 800-39, titled "Managing Information Security Risk: Organization, Mission, and
Information System View'

o Source for Definitions: NIST SP 800-53, revision 5, titled “Security and Privacy Controls for Information Systems
and Organizations”

e Source for Definitions: NIST SP 800-82, revision 2, titled "Guide to Industrial Control Systems (ICS) Security”

o Source for Definitions: NIST SP 800-115, titled "Technical Guide to Information Security Testing and Assessment’

o Source for Definitions: NIST SP 800-160, Volume 2, revision 1, titled "Deve\oping Cyber—Resiherﬁ Systems: A
Systems Security Engineering Approoch”

e Foundational Source for Definitions and Security Requirements: NIST SP 800-171, revision 2, titled “Security
Requirements for Controlled Unclassified Information”

o Foundational Source for Definitions and Assessment: NIST SP 800-171A, titled "Assessing Security Requirements

for Controlled Unclassified Information”
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e Foundational Source for Security Requirements: NIST SP 800-172, titled "Enhanced Security Requirements for
Controlled Unclassified Information”

e Foundational Source for Definitions and Assessment: NIST SP 800-172A, titled "Assessing Enhanced Security
Requirements for Controlled Unclassified Information’

e Source for Definitions: Committee on National Security Systems (CNSS) Instruction No. 4009

o Source for CMMC Ecosystem Requirements: ISO/IEC 17011:2017, titled "Conformity assessment — Requirements
for accreditation bodies accrediting conformity assessment bodies"

e Source for CMMC Ecosystem Requirements: ISO/IEC 17020:2012, titled “Conformﬁy assessment —
Requirements for the operation of various types of bodies performing inspection"

e Source for CMMC Ecosystem Requirements: ISO/IEC 17024:2012, titled “Con{ormi’ry assessment —

Requiremenfs for the operation of various types of bodies performing mspecﬁon"

CHANGE CONTROL

Date

December 24, 2023 Version 1.0 Initial baseline.




